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$: nmap -sS target.com

$ nmap -sT target.com

$: nmap -sU target.com

$: nmap -sA target.com

$: nmap -sV -A -T4 target.com

$: nc target.com 80

$: openvas-start

$: hydra -l admin -P passwordlist.txt target.com ftp

$: nmap -sn target.com or nmap -sn 192.168.1.1/24 (for a range of IP addresses)

$: nmap -p- target.com

$: nmap -sV target.com

$: nmap -O target.com

$: onesixtyone -c public -i snmp\_hosts.txt

$: snmpwalk -c public -v1 target.com

sudo service nessusd start

$: nikto -h <http://target.com>

$: nslookup -type=any target.com

$: dig target.com ANY

$: dig @ns1.target.com target.com AXFR

$: host -a target.com

$: nslookup -type=any mediahouse.com

$: dig mediahouse.com ANY

$: dig @ns1.mediahouse.com mediahouse.com AXFR

$: host -a mediahouse.com